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Key investment highlights
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Investment Thesis
Whilst boasting a solid product offering, the valuation of CRWD is out of touch with company fundamentals

Intrinsic 
Valuation

Extrinsic 
Valuation

Share DilutionCompetitve 
Industry

Analyst 
Euphoria

Superior 
Product

Intrinsic Valuation
Even when factoring in current analyst growth projections, the valuation of 

CrowdStrike’s cannot be justified through a DCF 

Extrinsic Valuation
Despite bullish forward consensus figures being used, CrowdStrike still trades 

at a significant premium vs. very comparable peers 

Share Dilution
Since its IPO in 2019, CrowdStrike has continued issue new shares with share 

dilution reaching 25% since then

Competitive Industry
While CrowdStrike boasts a superior product at the current time, it also 

operates in a high-paced industry with continuous technological changes 

Analyst Euphoria
CrowdStrike’s stock is being backed by a bullish analyst consensus that is not 

founded in the fundamentals of the business

Superior Product
Our analysis shows that CrowdStrike’s Falcon platform is superior with regards 

to performance and scalability and will drive growth
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CrowdStrike managed to significantly outperform the market over the last years

Share Price Performance

Major Events

§ [1] December 2020 (+63%) sharp rising in IT spending 
as cyberthreats evolve; Companies invest in 
strengthening security

§ [2] November 2021 (+20%) wins Best Security 
Technology Solution & secures place 1 on 2021 Fortune 
Future 50 List ; expansion of strategic partnerships

§ [3] April 2022 (+46%) expansion of Falcon Platform with 
EASM technology

§ [4] January 2023 (-39%) recent earnings call causing 
downwards movement in the stock price performance 

§ [5] June 2024 (+38%) extending cybersecurity to mission 
cloud; strengthening alliance with Google cloud

§ IPO: June 12, 2019

§ Ticker: CRWD

§ 52-week: 139.37 – 394.64

§ Market cap (mm): 93,563.65

Key Stats

Source: Capital IQ; CrowdStrike
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Executive Board Team

Shareholder Structure

CrowdStrike is a global leader in cybersecurity. It revolutionizes this field with its 
AI-powered, cloud-native Falcon platform, which protects endpoints, identity and 
date to stop breaches. 

A well-managed global player from the cybersecurity industry

Company Description

Financial Performance 

George Kurtz
CEO and Founder
since 2011

Michael Sentonas
President
since 2023

Burt Podbere
Chief Financial Officer
since 2015

Shawn Henry
Chief Security Officer
since 2012

others

Savvy business leaders and security industry experts, bringing 
years of experience together to create security solutions 

Headquarters

Austin, Texas

Founded

2011

Employees

8,429

Subscriptions

95% of revenue

19% held by  
institutional  
investors,  
mainly  
traditional  
investment  
firms

6,63%
6,60%

3,24%
2,18%
2,07%

79,28%
others

George Kurtz

Company Overview

Source: Annual Report; Company Website; Yahoo Finance

68%

69%
70%
71%
72%
73%
74%
75%
76%

-500.000 €
0 €

500.000 €
1.000.000 €
1.500.000 €

2.000.000 €
2.500.000 €
3.000.000 €
3.500.000 €

2020A 2021A 2022A 2023A 2024A

Revenue EBITDA Gross Margin
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Endpoint Security: Falcon Prevent provides antivirus capabilities 
using machine learning and behavioral analysis to prevent malware 
and ransomware attacks

Clients Network
Proprietary Cloud

Analyze & Learn

The Falcon Platform 

Unparalleled protection from the industry's most advanced cloud-native platform

Business Model I – Platform

CrowdStrike Security Cloud 

Security and IT Operations: Falcon Discover an IT hygiene tool to identify 
unaddressed vulnerabilities, such as misconfigurations and unauthorized 
devices, to improve the overall security posture

Threat Intelligence: Falcon X provides cybersecurity teams with critical 
intelligence and automatic malware analysis, enabling faster response and 
proactive threat management by integrating into endpoint protection

Security Cloud

CrowdStrike 
Machine Learning

CrowdStrike 
Analysis Team

Sample Store

Clean Samples

Dirty Samples

Protected Environments

Metadata

Threat Intelligence
Ecosystem

Managed Threat Hunting Managed Detection Incident Response Proactive Services

Security Operations Threat IntelligenceEndpoint Security 

Falcon Prevent / Insight / Device Control Falcon Overwatch / Discover / Spotlight Falcon X / Search Engine / Sandbox

Modules

Source: Annual Report; Company Website
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Disrupting the cyber security industry by addressing customers’ pain points

Business Model II – USP

Clutter of different tools with 
many layers of complexity

No proactive security platform 
with offensive capabilities

Current offerings are resource- 
intensive and need rebooting

Holistic cyber protection often 
too expensive for small firms 

Status Quo before CrowdStrike 

The Falcon Solution

USP I: 
Platform

Falcon offers 
every product on 
one consolidated 
platform

USP II: 
Modularity

Product modules 
unlock cross-
selling potential

USP III: 
Security

Behavioral, 
adversary-driven 
approach

USP IV: 
AI-native

AI assists in new 
threat detection 
and response

USP V: 
Cloud

Falcon is a 
cloud-based 
lightweight agent

2021 2022 2023

+26% 
(FY23 v FY22)

Customer 
Subscriptions

16k
23k

29k Gross 
Retention 
Rate

Revenue per 
Subscription
+7.8% 
(FY23 v FY22)

2021 2022 2023

$99k$92k$85k

R
es

ul
ts

IT SaaS
average

CrowdStrike(FY23)

98%86%

Source: Annual Reports; Investor Briefings; Business Wire 
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Protect sensitive data 
Financial industry regulations 
Secure remote employees

Falcon Complete for 3,100 
Endpoints
Falcon Identity Protection

Customer Journey

Greenhil & Co. 

Mercedes-AMG PETRONAS Formula One Team

Unmasking threats beyond the blind spots missed by traditional approaches

Business Model III – Success Stories

Protect intellectual property
Holistic cybersecurity program
Monitor threat landscape

Challenges

CrowdStrike Solutions

Challenges

CrowdStrike Solutions

Threat-hunting support team 
monitors security 24/7

Globally-sourced threat 
intelligence protection

75% efficiency gains, 25x 
reduction in resource utilization

Falcon Complete for 800 
Endpoints
Falcon Device Control

Around 75% Reduction in Alerts

About $300K Annual Savings

Extra capabilities e.g. endpoint 
protection & managed security

Parse Map to 
Scheme

Normalize

Threat 
Intelligence

Advanced 
Analytics

Correlation

Identity

Web

E-Mail

Network

Identify

§ Custom CrowdStrike-created detections
§ Native cross-domain graph exploring

Orient

Hunt

Automate

Respond

§ Unified cross-domain investigations
§ Native SOAR automates repetitive tasks

Source: Annual Report; Company Website
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Adding capabilities and modules to upsell current customers and expand to adjacent markets

Business Model IV – Strategy

Source: Company Website; CNBC; RSA Conference; The White House

Accessible Effective

Attract Customers
Upsell Customers

Retain Customers

Targeted Markets

Product
q Foundry low-code tool
q Charlotte AI
q Video tutorials and articles

Procurement
q Free Trials
q Flex Plan
q Module Bundles

Deployment
Partnerships with:
q Software Distributors
q Cloud providers

Platform
Adding capabilities with:
q Modules
q Acquisitions

Protection
q Trained with Machine 

Learning
q Customers’ threats  

as training data

Scalable Effective

Cybersecurity
q Top ratings in cyber 

security tests
q Certified with industry 

standards, approved 
for government use

q Human response 
team ready 24/7

Foreign Companies
Increase sales outside the US

69%
31% 50% 50%

US

World

US

World

q SMEs need user-friendly solutions
q They cannot afford to be breached

Small Medium Enterprises

11,2

18,9

2024 2028

13.9% CAGR 

US Government

Currently <1% 
penetration

Federal Cybersecurity budget (bn USD)

SIEM
Security Information Event Management

Take market share from legacy 
cybersecurity providers  

Create and sell more modules
2018: 2% subs. with 6+ modules
2023: 62% subs. with 6+ modules

Ensure maximum satisfaction 
and cover all customers’ needs
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Inclusion in the S&P500
June 2024

Growing both organically as well as through acquisitions and diluting shareholders along the way

Business Model V – Timeline

A: Flow Security ($200M)
Data Security Posture Management
à Falcon Cloud Security

2024
IPO
2019

A: Bionic (~$350M)
Application Security Posture Management
à Falcon Cloud Security

2023

A: Humio ($400M)
Log management and
analysis for EDR
à Falcon XDR

2021

A: SecureCircle 
Data Loss Protection 
against ransomware
à Falcon Prevent

2021

A: Preempt ($96M)
Zero Trust and conditional access 
à Falcon Identity Protection

2020

IPO and Acquisitions spreeStartup phase

CrowdStrike launched
$26M series A round

2012

Complete AV
Certified as legacy 
AV replacement

2016
Gartner recognition
Positioned as visionary 
for Endpoint Protection

2018

119 250
481

874

1.452

2.241

3.056
213 224 231 236

242

0

50

100

150

200

250

300

0

500

1000

1500

2000

2500

3000

3500

2018 2019 2020 2021 2022 2023 2024

Shares Outstanding (mln):
3.2% average dilution p.a.

Revenues (mln USD):
72% average growth p.a.

Source: Company Website; CapitalIQ
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2020 2021 2022 2023 2024 2025 2026 2027 2028

Cyber Services Cyber Solutions

Historical & Expected Market Growth (in bn.)

Cybersecurity Revenue by Industries & Loss due to Cybercrime (in trn.)Industry Drivers

The rising importance of cybersecurity makes it a critical element of top-level strategic planning

Market Overview I – Trends & Drivers

Source: Statista; Fortune Business Insights; McKinsey; Mordor Intelligence; Gartner 

Regulatory shift 
Much stricter data privacy laws 
and disclosure requirements of 
data breaches  

CAGR: 13.5%

Massive rise in attacks
Increasing sophistication of attacks 
and geopolitical uncertainty drive the 
need for intelligent security solutions 

Growth in SME sector 
Increasing need of end-point security 
solutions across SMEs as a substantial 
contributor to the overall TAM

Acceleration of endpoints
Between 2020 and 2023 the number of 
endpoints expanded from 25 to 30 billion 
owing to the expansion in IoT devices

Healthcare, government and BFSI
As these data-sensitive industries are particularly targeted by cyber 
threat actors, the spending on cloud and internet security solutions 
has strongly increased and this trend is projected to continue  

$0,61

$8,15

$13,82

2016 2023 2028

Cybersecurity Solutions become an increasingly important tool of risk 
management to protect companies from severe damages.

33%

24%
12%

10%

8%
8%

5% BFSI
Government
Healthcare
IT & Telecom
Retail and Wholesale
Energy and Util ities
Others
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2% each

Cybersecurity Trends & ThreatsRegions most affected by Cyberattacks

Every 39 seconds, a computer with internet access is hacked and 74% of account takeover attacks start with phishing

Source: Gartner; Forbes; University of Oxford; Statista

Lack of skilled workforce    
aggravated by educational barriers

Internet of Things (IoT) devices
offer increased attack surfaces and raise the 

challenge of securing all endpoints 

Cloud-based solutions
2023 cloud-conscious attacks doubled, fueling the need 

for cloud-based solutions

Machine Learning & Automation
to increase efficiency, predict future threats and 

keep up with new dangers

Most Dominant Countries in the Market 

Australia Brazil Mexico

Russia India South Korea

Netherlands Italy Spain

Market Overview II – Cyber Threats

43% 8% 6% 6% 4%3% 30%

United States China Japan
United Kingdom Germany France
RoW

Most common types of attacks today

Malware Infections – Ransomware

Distributed Denial of Service Acts

Phishing

2021 2022 2023

non-cloud-related incidents
cloud-related incidents

Marriott International
Hackers gaining access to private 
data of 5.2 million guests 
(2020)

Yahoo
Breach by a group of hackers amounting to 
jeopardization of accounts of about 3 
billion users 
(2014)

ViaSat
Russia attacked ViaSat before 
launching their major invasion of 
Ukraine, which affected customers 
throughout all of Europe 
(2022)

Alibaba
The unnamed founder of the company 
breached Alibaba exposing 1.1 
billion pieces of user data 
(2021)
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Best Peers

-500

0

500

1.000

1.500

2.000

2.500

0% 5% 10% 15% 20% 25% 30% 35% 40% 45% 50%

EB
IT

 

CAGR

Peer Group Rationale

Company Growth and Operating Income Comparison as of last FYCompetitive Landscape

A highly fragmented market dominated by North American companies and expected to grow significantly worldwide

Market Overview III – Segmentation

Tier II

Product and Service Offering
We focused on companies that offer similar or complementing solutions 

Size and Income
The division is based on the companies’ size and financial metrics

Customer Segment Focus
Best peers based on end market targeting

in million USD

comprehensive cybersecurity solutions, strong market presence, high customer 
satisfaction and continuous innovation in threat detection and response technologies

as of latest FY 

Source: Annual Reports; Capital IQ; Team Analysis
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Technological Advances and Companies who profited the most

Market Share Development

Despite of CrowdStrike’s technological edge, several peers have been able to strengthen their market position

Market Overview IV – Competitive Environment

Source: Capital IQ; Cyber Degrees; Team Analysis; Statista

1,7%
2,3%

4,1% 4,8%

1,5% 1,3%

3,2% 3,3%

1,0%

1,4%

0,0%

1,0%

2,0%

3,0%

4,0%

5,0%

2019 2020 2021 2022 2023 F2024 F2025 F2026
Crowdstrike Palo Alto Check Point Fortinet Zscaler

Blockchain

type of database that securely 
stores data in blocks and allows 
for information to be collected but 

not edited or deleted

Zero Trust

makes all users authenticate 
themselves before they get 

access to data, thereby facilitating 
save remote work

Cloud Encryption

changes data from 
understandable information into 
an unreadable code before it 

goes into the cloud

XDR

detects and responds to threats 
and incidents across endpoints, 

the cloud and networks in form of 
a more integrated approach 

IBM Security 

2008 2010 2010 2018 future

Palo Alto Networks Microsoft CrowdStrike uncertain

as of latest FY 
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Sales Growth Development

EV/Sales Development

While growth rates have neared peer levels over the last years, multiples de-coupled completely

Financials & Valuation I – Historic Development

Source: CapitaI IQ; Team Analysis

5,00x

15,00x

25,00x

35,00x

45,00x

Jan-03-2022 Jan-03-2023 Jan-03-2024

CrowdStrike Holdings Peer Mean

more than doubled

Δ17x

0%

20%

40%

60%

80%

100%

2019 2020 2021 2022 2023

CrowdStrike Holdings, Inc. Palo Alto Networks, Inc.
Zscaler, Inc. Check Point Software Technologies Ltd.
Fortinet

Starting from Q1 2023, the gap between the multiples of CrowdStrike and its 
peers widened drastically 

Initially, CrowdStrike had a very high EV/Sales correlation with its peer 
median, moving in sync throughout the past years

At the current time, CrowdStrike has an EV/Sales multiple with a delta
> 17x compared to its peers with similar growth profiles

Since then, growth rates have come down to about 30%, nearing those 
observed in peers

After the companies IPO in 2019, CrowdStrike experienced significant growth 
almost doubling its revenue in the same year

Analysts expect growth rates between 20% and 30% for the next years as 
the company continues on its path of high but decreasing growth
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Analyst Surprise & Target Price Recommendation Trend

Strong earnings throughout FY24 caused sky-high sentiment

Financials & Valuation II – Analysts´ Euphoria

Deep Dive 1 Deep Dive 2

Analysts often overestimate GAAP profitability and underestimate Non-GAAP 
profitability, indicating they may overlook stock-based compensation

Revenue and Gross Margin targets were consistently met, demonstrating 
management's precision in sales forecasting over recent years

The break-even point in Q4 FY24 caused hikes in profitability estimates, leading 
to overestimated Q1 FY25 figures

Throughout the past 4 months, analysts have tended to increase their price 
targets consistently

The slowing pace of target increases indicates that Q1 results, though strong 
and surpassing industry benchmarks, fell short of analysts' profitability expectations

Analysts expect excellence from CrowdStrike. Despite a robust business model 
and track record, a single poor quarter could impact analyst sentiment heavily

-10,0%

0,0%

10,0%

20,0%

30,0%

40,0%

FY20 FY21 FY22 FY23 FY24 Q1 FY25

Revenue Gross Margin GAAP Net Income GAAP EPS MayMar Apr June

$399 avg. New Target % Change to old Target

-20%

0%

20%

40%

60%

$250

$280

$310

$340

$370

$400

$430

Source: Team Analysis, Bloomberg
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^

Implied Perpetuity Growth Rate to reach Analyst TargetAnalyst Assumptions – Median Target of 400 USD

Assumptions needed to arrive at analyst targets are striking

Financials & Valuation III – Priced in Assumptions

Source: Bloomberg; Team Analysis

Analyst Target R
ange

Further Comparison
With our base case projections for Unlevered Free Cash Flow, that was derived by figures 
largely in line with management guidance, we arrive at an implied perpetuity rate of slightly 
above 6% to justify the Median Analyst Target Price

Revenue in bn. USD

0,00

5,00

10,00

15,00

20,00

25,00

2024 2026 2028 2030 2032

CAGR of 30%

Unlevered Free Cash Flow Margin 
(not FCF from management guidance): 32.5%

Current Net Cash levels based on last 
quarterly filing: ~2.88 bn. USD

Extended forecasting period due to high 
growth business: 8 years

Other Assumptions

3,47%

4,85%

6,20%

7,53%

8,82%

3,00%

4,00%
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$134,28 

$87,48 

$78,98 

$75,56 

$382,10 

$382,10 

$382,10 

$382,10 

EV / Revenues

EV / EBITDA

EV / EBIT

P/E

Multiple Valuation Summary

Pick a metric – CrowdStrike trades at the highest multiples

Financials & Valuation IV – CCA

Source: Capital IQ; Team Analysis; Annual Reports

Comments 2 Year Forward Multiples

 

 
Multiples are normalized (non-GAAP). Due to large 
SBC expenses in the peer group GAAP multiples are even higher. 
CrowdStrike’s P/E ratio is particularly striking at over 700x.

The forward multiples gap is forecasted to narrow as 
CrowdStrike’s fundamentals are expected to grow faster in 
comparison to its peers.

0,0x

20,0x

40,0x

60,0x

80,0x

100,0x

120,0x

140,0x

Mean EV/EBIT: 55.4x

Mean P/E: 55.1x

Mean EV/EBITDA: 48.2x

Mean EV/Sales: 13.4x
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2024A 2025E 2026E 2027E 2028E 2029E 2030E 2031E 2032E

Sales EBITDA Net Investments & Change in NWC Sales Growth

Forecast

Our modelling assumptions lead to a sell recommendation in all three cases

Financials & Valuation V – DCF

Source: Team Analysis

Assumptions

 

 
TV Growth Rate
We set our terminal value growth rate to 3%, surpassing any reasonable
estimate of future inflation expectation 

Margins & Growth
We have tried to take a balanced approach between management guidance,
analyst consensus and our own view of the company

 
WACC
We have estimated a WACC of 10.3%, which is lower than the WACC
of 11% that can be found on Bloomberg

Even 8 years of revenue growth above 20% cannot warrant a hold recommendation

$0,00

$100,00

$200,00

$300,00

$400,00

Current Price Bull Price Base Case Bear Case

-3% -32% -55%Implied Returns:

Valuation Outcome

-3%

Downside in every investment case
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Bright future & 
favorable trends 
in IoT market

Remarkable 
top and 
bottom-line 
growth

Successful 
implementation 
of strategic 
change 

A current market cap that cannot be justified with business fundamentals

Conclusion

Currently $380.63

Downside 
potential of          
-32.1%

Target $260Absurd 
valuation

Fierce 
competition

Shareholder 
Dilution

Risk of 
replacement

As of 
24.06.2024

Current 
price 
$380.63

Source: Team Analysis
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Sources of Competitive AdvantageValue Chain and Partnerships

Value Chain, Partners and Competitive Advantages

Appendix

Economies of Scale
SaaS companies incur high fixed costs to develop 
products and relatively low variable costs, resulting 
in lowering COGS in % of Sales as the customer 
base grows (from 35% FY18 to 24% FY23).

Switching Costs
Falcon is a complete and user-friendly platform, so 
customers experience significant hassle moving 
away as they need a suite of replacements from 
different vendors.

Network Effects
Value of the product (the protection) increases as 
users grow, thanks to the way Falcon Protect learns 
from all customers.

IP Rights
Imitation by the competition is delayed thanks to IP 
rights. Most notables: updates without reboot 
needed, Indicator of Attack security approach 
based on early pattern recognition.

Source: CrowdStrike; AWS; MotleyFool; USPTO

§ Cloud hosting costs represent >50% of COGS
§ CrowdStrike plans to reduce COGS, but it’s outside direct influence

CrowdStrike relies mainly on AWS as primary cloud service provider, 
and in smaller proportion own data centers hosted in co-location facilities

Certification Program to train cybersecurity professionals

Falcon for Insurability: AXA, Berkley
Aim: co-develop the cyber-insurance market

Cloud Connectivity Providers: AWS, Cloudflare
Aim: offer integrated solution to customers

Partner 
Program:

Cybersecurity Distributors: Pax8, Optiv, Ignition
Aim: reach unserved customers (e.g. by region, like the Nordics)

Cybersecurity Solution Providers: eSentire 
Aim: take clients from rival AV (e.g. VMware’s Carbon Black)
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Social & Non-profit 

Among a lot of other things CrowdStrike offers their own ProBono Security Software 
as well as the CrowdStrike Cares Volunteer Program.

Environmental Goals & Steps

CrowdStrike, as a cybersecurity company 
makes it part of his mission to be 
committed to the environment and 
following certain steps such as their 
commitment letter to SBTi in which they 
committed themselves to reducing 
company wide emissions in line with 
science-based net zero targets.

ClimeCo helps identify, purchase, and 
retire a variety of certified carbon offset 
projects all over the world.

Governance

Environmental, Social & Governance 

Appendix  

CrowdStrike strives to create an environment that values and includes all 
backgrounds, they foster the diversity of perspective it takes to continuously 
innovate. They strive for equality and all-inclusive hiring without discrimination. Partnership

with ClimeCo
Green 

Building

Commitment
to SBTi

Business for 
Social 

Responsibility

Diverse Community – employee resource groups, internal development groups

Inclusive Hiring – offer unconscious bias training for hiring managers

CrowdStrike Foundation –partnership with nonprofits all over the globe 

Philanthropy – NextGen Scholarship Program

Partners with Operation Motorsport Foundation (veteran led non-profit)

Company’s goals

Company’s offers

Source: Team Analysis
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Appendix

Global operations have to comply with various cybersecurity and data 
protection regulations such as GDPR in Europe, CCPA in California

Economic downturns might lead to budget cuts in IT and cybersecurity, 
affecting “premium-priced” players such as CrowdStrike

The cybersecurity sector faces significant talent shortage, with high 
demand for skilled professionals outstripping supply

The rapid evolution of cyber threats necessitates ongoing investment in 
R&D to enhance product capabilities and stay ahead of attackers

Protecting proprietary technology and software through patents and 
trademarks is crucial for maintaining competitive advantage and 

preventing unauthorized use by competitors 

The energy consumption of data centers and cybersecurity operations is a 
growing concern due to its environmental impact

The increasing cost and spread of cybercrime, incentivized in part by 
untraceable payment methods, fuel demand for cybersecurity

Government policies (e.g. rising cyber budget allocation) and geopolitical 
tensions (e.g. state-sponsored attacks) fuel demand for cybersecurity

Growing public awareness about the importance of cybersecurity due to 
frequent high-profile data breaches and cyber-attacks

The shift towards cloud computing presents both new opportunities and 
challenges for cybersecurity, but overall expands the TAM

Data breach notification laws, the development of cyber forensics and 
cyber insurance legal frameworks fuel demand for specialized solutions

Increasing environmental regulations push companies to adopt greener 
practices, which could impact operational cost

Source: Company Information; Gartner; Kaspersky; TechTarget
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Appendix

§ Advanced Technology: CrowdStrike's platform is built on artificial intelligence and 
machine learning, providing highly effective threat detection and response 
capabilities. Their Falcon platform is a leader in endpoint protection, threat 
intelligence, and incident response 

§ Global Presence: With a presence in North America, Europe, Asia, and other 
regions, CrowdStrike can serve clients worldwide. This global reach enhances its 
market influence and customer support capabilities

§ Strong Customer Base: CrowdStrike’s customers are large corporations like 
Amazon or Credit Suisse, demonstrating trust and reliability

§ High Costs: CrowdStrike’s services are relatively expensive, which might limit 
accessibility for smaller businesses and startups. The high cost can be a barrier to 
entry for some potential clients 

§ New Brand: As a relatively new player in the cybersecurity industry, CrowdStrike 
lacks the long-established reputation of legacy brands like McAfee. This can be a 
disadvantage in gaining trust and recognition in a market that values proven track 
records 

§ Growing Cybersecurity Market: As cyber threats increase, the demand for 
advanced cybersecurity solutions like those provided by CrowdStrike is expected to 
grow. This expanding market offers significant potential for revenue growth

§ Expansion into New Markets: With its established global presence, CrowdStrike 
has opportunities to expand further into emerging markets and sectors

§ Technological Advancements: Continued innovation in AI and machine learning 
can enhance their product offerings, keeping them at the forefront of cybersecurity 
technology 

§ Intense Competition: CrowdStrike faces stiff competition from established 
cybersecurity firms like McAfee and Palo Alto Networks, which could impact market 
share and pricing power

§ Evolving Cyber Threats: The rapid evolution of cyber threats requires constant 
innovation and adaptation. 

§ Regulatory Challenges: As a global company, CrowdStrike must navigate 
complex regulatory environments in different countries, which can pose operational 
and compliance challenges 

Source: Team Analysis
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Appendix

Advanced and new cybercrime that cannot be detected 

Intense Market Competition might lead to Price Wars

Vulnerbilities within the software that may be attacked 

Dependence on a few big customers

Third Party and Employee dependencies

Bad reviews leading to a downgrade of the companies 
reputationTechnological

Legal changes regarding data protection

Changes that could potentially outdate the Falcon Platform

T1

F1

O1

O2

O3

O4

L1

W1

Source: Team Analysis
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Operating Model – P&L

Appendix

Source: Team Analysis
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Operating Model – Balance Sheet
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Source: Team Analysis
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Operating Model – CF Statement

Appendix

Source: Team Analysis



© WUTIS – Equity Research- 34 - | Valid until 01/07/2024

W U T I S

DCF
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Source: Team Analysis
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DCF
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Source: Team Analysis
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Source: Team Analysis
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This document is being made available by WUTIS Trading and Investment Society, acting through its society ("WUTIS"), for information purposes only and for the sole and exclusive use of the addressee in connection with the matter or 
possible transaction to which this document relates.  This document is incomplete without reference to, and should be assessed solely in conjunction with, the oral briefing provided by WUTIS.

This document is strictly confidential and remains the property of WUTIS. You agree that you shall only use this document for the purpose of evaluating and considering the matter or possible transaction to which this document relates. This 
document may not be distributed, published, reproduced, or disclosed, in whole or in part, to any other person, nor relied upon by you or any other person, nor used for any other purpose at any time, in each case without the prior written 
consent of WUTIS. 

This document does not constitute nor does it form part of an offer to sell or purchase, or the solicitation of an offer to sell or purchase, any securities or any of the businesses or assets described herein or an offer or recommendation to enter 
into any transaction described herein nor does this document constitute an offer or commitment to provide, arrange or underwrite any financing. You are responsible for making your own independent investigation and appraisal of the risks, 
benefits, appropriateness and suitability of any transaction or matter contemplated by this document and WUTIS is not making any recommendation (personal or otherwise) or giving any investment advice and will have no liability with respect 
thereto. The decision to proceed with any transaction or action contemplated by this document must be made by you in the light of your own commercial assessments and WUTIS will not be responsible for such assessments.

Neither WUTIS nor any of its subsidiaries or affiliates, nor any of their respective officers, directors, employees or agents (WUTIS together with such persons being the “WUTIS Group”) accepts any liability whatsoever for any direct, indirect or 
consequential losses (in contract, tort or otherwise) arising from the use of this document or its contents or any reliance on the information contained herein. WUTIS Group is not responsible for any specialist advice, including legal, regulatory, 
accounting, model accounting, tax, actuarial or other advice.

This document was prepared on the basis of information and data, obtained from publicly available sources and, where applicable, from you and/or any other entity that may be involved in any transaction or matter contemplated by this 
document (and/or any of your or the aforementioned entities’ affiliates), in each case prior to or on the date hereof. The information in this document has not been independently verified by WUTIS. WUTIS has relied on any information provided 
by you or from third party or public sources as complete, true, fair, accurate and not misleading. With respect to any financial or operating forecasts and analyses provided to it, WUTIS has assumed that they are achievable and have been 
reasonably and properly prepared on bases reflecting the best currently available information, estimates and judgments as to the future financial performance of the entity(ies) to which they relate and that such forecasts or analyses would be 
realised in the amounts and time periods contemplated thereby. No member of the WUTIS Group, makes any warranty or representation, express or implied, as to the accuracy, completeness or reasonableness of the information (including 
projections and assumptions) contained in this document whether obtained from or based upon third party or public sources or otherwise.

This document is given as at the date hereof, may not be final, is based on information available to WUTIS as at the date hereof, is subject to any assumptions set out therein and is subject to change without notice. Accordingly, this document 
may be based on (a) data and information that may no longer be current and (b) estimates that may involve highly subjective assessments. It should be understood that subsequent developments may affect this document and the WUTIS 
Group does not undertake any obligation to provide any additional information or to update any of the information or the conclusions contained herein or to correct any inaccuracies which may become apparent. Any data or information 
regarding, or based on, past performance is no indication of future performance. 

Members of the WUTIS Group are involved in a wide range of commercial banking, investment banking and other activities out of which conflicting interests or duties may arise. In the ordinary course of its business, the WUTIS Group may 
provide services to any other entity or person whether or not a member of the same group as you (a “Third Party”), engage in any transaction (whether on its own account, on behalf of any Third Party or otherwise, and including any transaction 
or matter contemplated by this document), notwithstanding that such services, transactions or actions may be adverse to you or any member of your group, and the WUTIS Group may retain for its own benefit any related remuneration or profit. 
The WUTIS Group operates in accordance with a conflicts of interest policy which identifies conflicts of interest it faces in the ordinary course of its business, and establishes organisational and procedural measures to manage those conflicts 
where it is reasonably able to do so. Neither WUTIS nor any other part of the WUTIS Group shall have any duty to disclose to you or utilise for your benefit any non-public information acquired in the course of providing services to any other 
person, engaging in any transaction (on its own account or otherwise) or otherwise carrying on its business. WUTIS’ research analysts and research departments are independent and are subject to certain regulations and internal policies. 
WUTIS research analysts may hold opinions and make statements or investment recommendations and/or publish research reports with respect to any company referred to herein, the transactions contemplated herein or any person or entity 
involved therein or related thereto that differ from or are inconsistent with the views or advice communicated by WUTIS. 

Disclaimer


